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Dipartimento di Giurisprudenza




MASTER di I livello in CYBERSECURITY, LEGISLAZIONE E GESTIONE DELLA SICUREZZA



II edizione
A.A. 2026-2027

in collaborazione con il Dipartimento di Ingegneria civile, informatica e delle tecnologie aeronautiche, con il Dipartimento della Pubblica Sicurezza del Ministero dell’Interno e con la partecipazione di Ufficiali esperti della Guardia di Finanza




Programma


PARTE A

I Modulo - profilo giuridico - Cybersecurity: assetto normativo e istituzionale
Responsabile: Prof.ssa Giovanna Pistorio (Dipartimento di Giurisprudenza)

Venerdì 6 febbraio 2026 – ore 9.30 18.30
La lezione si terrà in modalità mista: sia da remoto, sia in presenza presso il Dipartimento di Giurisprudenza, Via Ostiense, 161, 00154, I piano, Sala del Consiglio

Presentazione del Master a cura della Direttrice
Lectio magistralis tenuta dal Dott. Alessandro Aresu
Consegna dei Diplomi ai corsisti della I edizione del Master
Pausa pranzo
Ripresa dei lavori, con approfondimento sui temi della sicurezza pubblica, informatica e digitale

Venerdì 13 febbraio 2026 – ore 9.30 18.30
Cybersecurity: assetto normativo e istituzionale


II Modulo - profilo giuridico - Sicurezza digitale, intelligenza artificiale e diritti
Responsabile: Prof.ssa Giovanna Pistorio (Dipartimento di Giurisprudenza)

Venerdì 20 febbraio 2026 – ore 9.30 18.30
Sicurezza digitale, intelligenza artificiale, sistemi democratici e tutela dei diritti
Venerdì 27 febbraio 2026 – ore 9.30 18.30
Pubblica amministrazione, intelligenza artificiale e cybersecurity. Aziende private, intelligenza artificiale e cybersecurity

Venerdì 6 marzo 2026 – ore 9.30 18.30
Cybersecurity e tutela dei dati


Venerdì 13 marzo 2026 – ore 9.30 18.30
III Modulo - profilo giuridico - Management della cybersecurity e dell’intelligenza artificiale
Responsabile: Prof. Ettore Battelli (Dipartimento di Economia)
Security governance e management: profili normativi, organizzativi e compliance 


Venerdì 20 marzo 2026 – ore 9.30 18.30
IV Modulo - profilo giuridico - Cybersecurity, intelligenza artificiale e diritto penale
Responsabile: Prof.ssa Ilaria Merenda (Dipartimento di Giurisprudenza)
Cybersecurity, intelligenza artificiale e reati informatici


PROVA DI VERIFICA INTERMEDIA sui profili giuridici



Venerdì 27 marzo 2026 – ore 9.30 18.30
Modulo 5 – profilo informatico - Cybersecurity e nuove tecnologie
Responsabile: dott. Stefano Iannucci (Dipartimento di Dipartimento di Ingegneria civile, informatica e delle tecnologie aeronautiche)
Introduzione all'informatica agli algoritmi e ai sistemi informativi

Venerdì 10 aprile 2026 – ore 9.30 18.30
Basi di dati e intelligenza artificiale

Venerdì 17 aprile 2026 – ore 9.30 18.30
L’informatica e l'intelligenza artificiale nella pubblica amministrazione

PROVA DI VERIFICA INTERMEDIA sui profili informatici


PARTE B

Modulo I, a cura della Polizia Postale e per la Sicurezza Cibernetica
Responsabile: dott. Ivano Gabrielli

Venerdì 8 maggio 2026 – ore 9.30 18.30
Il ruolo della Polizia Postale e per la Sicurezza Cibernetica: Contrasto al cyber-crime
Venerdì 15 maggio 2026 – ore 9.30 18.30
Investigazione proattiva in rete
Venerdì 22 maggio 2026 – ore 9.30 18.30
Architettura europea e nazionale di sicurezza cibernetica   
Venerdì 29 maggio 2026 – ore 9.30 18.30
Le linee evolutive dell’attività investigative nel cybercrime   
Venerdì 5 giugno 2026 – ore 9.30 18.30
Cyber Kill Chain
Venerdì 12 giugno 2026 – ore 9.30 18.30
Threat Intelligence, Vulnerability Assessment, Penetration Test  
Venerdì 19 giugno 2026 – ore 9.30 18.30
Case studies nell’applicazione dell’IA nel settore della sicurezza cibernetica e del contrasto al cybercrime  

PROVA DI VERIFICA INTERMEDIA 



Modulo II, con la collaborazione di Ufficiali esperti della Guardia di Finanza
Responsabile: Generale Maurizio Muscarà

Venerdì 26 giugno 2026 – ore 9.30 18.30
Il sistema sanzionatorio amministrativo e penale in materia di frodi sui finanziamenti nazionali ed europei
Venerdì 3 luglio 2026 – ore 9.30 18.30
I rapporti di collaborazione tra i vari attori istituzionali: Guardia di Finanza, Corte dei conti, ANAC, A.G. nazionale e Procura europea
Venerdì 10 luglio 2026 – ore 9.30 18.30
Evasione, elusione e frodi fiscali – Le attività di contrasto
Venerdì 17 luglio 2026 – ore 9.30 18.30
Fiscalità internazionale: pratiche elusive, abusive e di pianificazione fiscale aggressiva, transfer pricing e trust, stabile organizzazione
Venerdì 4 settembre 2026 – ore 9.30 18.30
Fiscalità internazionale: pratiche elusive, abusive e di pianificazione fiscale aggressiva, transfer pricing e trust, stabile organizzazione
Venerdì 11 settembre 2026 – ore 9.30 18.30
Il sistema di prevenzione nazionale antiriciclaggio e per il contrasto al finanziamento del terrorismo e le Autorità di settore
Venerdì 18 settembre 2026 – ore 9.30 18.30
I traffici illeciti via mare – analisi dei fenomeni, quadro normativo nazionale e internazionale e misure di contrasto

PROVA DI VERIFICA INTERMEDIA 
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